Replaced FC Device and still NO_HW ??
Reason
After replacing FC device, ie disk, va controller, fc10 controller, then WWN has changed, therefore you have to tell HPUX it has changed.  A reboot rescans the FC devices and does exactly the same as below, but a reboot isn’t always possible due to limited downtime and hot swap devices. This is only applicable to certain types of Tachyon cards within the server so you may not have to do it every time.
If there are no entries like below and you can see the disk as “claimed” in ioscan, no need to worry. Go ahead and restore the lvm config.

Info required

The TD number. 

This is the device file name of the Tachyon card that the FC device is attached to. Do a # tdlist and you should see a NO_HW for the device in question underneath the TD number in question.

The N-Port ID

If the FC device had already failed, look in # dmesg or # /var/adm/syslog/syslog.log which is how I have got the N_port ID every single time I have replaced a FC device. If it hasn’t failed and replacing pro-actively, pull the drive and then look in dmesg and syslog. If there are no entries like below and you can see the disk as “claimed” in ioscan, no need to worry.
Entry will look similar to: 

Example.

0/0/14/0/0: Unable to access previously accessed device at nport ID 0x0000c9.
Commands

# fcmsutil /dev/td0 replace_dsk 0x0000c9

(You will then get the message saying “Disk at N_Port ID 0x0000c9 will not be authenticated – THIS IS NORMAL)

# ioscan –fn

(Disk should now be seen as claimed)

Extract from www.hp.com
	Device Replacement without System Reboot
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	NOTE: The fcmsutil <device_file> replace_dsk <remote-N-Port-ID> command described in this section allows target device replacement without a system reboot. This command is available for Fibre Channel adapters or Fibre Channel combination cards that use the fcd driver, including: A6826A, A9782A, A9784A, AB465A, AB378A and AB379A. For more information on this command, see the fcmsutil (1M) manpage.
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When the fcd or td driver discovers a new target device, it will create a hardware path for that target device based on N_Port ID. The N_Port ID is the Fibre Channel address for a device, it is a way of identifying the device in a Storage Area Network (SAN). The fcd or td driver will also associate a device’s World Wide Name (WWN) with it’s N_Port ID. 

Each time the fcd or td driver opens a target device at an N_Port ID, it will compare the WWN for that target device to the WWN the driver associated with the N_Port ID for that device, when the device was discovered. If the WWNs are not the same, the fcd or td driver will log an error message and not allow IOs to that device. This is a safety feature for preventing data corruption if a target device is connected through an N_Port ID that belongs to a different target device. For example, if two JBODs are plugged into each other’s switch ports by mistake.

If a SAN administrator wants to intentionally replace a target device, for example a bad disk, the fcmsutil <device_file> replace_dsk <remote-N-Port-ID> command (replace_dsk command) can be used to force the fcd or td driver to recognize a new target device at an N_Port ID that was previously used by a different target device. The replace_dsk command replaces the device WWN the driver associates with a particular N_Port ID with the WWN of the device that is actually connected through that N_Port ID at the time the replace_dsk command is executed. 

The association between a target device WWN and an N_Port ID persists until the system is rebooted, or the fcmsutil <device_file> replace_dsk <remote-N-Port-ID> command is executed for that N_Port ID.

