OpenVMS Patch Kit Format Changes

CUSTOMER NOTICE
Description
Changes are being made to the packaging and compression formats used for OpenVMS patch kits.

Details

The following changes are being made to formats used for OpenVMS PCSI patch kits and for the compressed files used for shipping kits to the ITRC patch distribution site and to customers: 
· PCSI$COMPRESSED
Patch kits will now be produced as KIT_NAME.PCSI$COMPRESSED files rather than the usual PATCH_KIT_NAME.PCSI files.   The PCSI$COMPRESSED format uses the PCSI utility’s integrated compression capability, producing smaller files that will conserve disk space on user’s systems.  From a user standpoint, there is no difference from the way PCSI$COMPRESSED files and PCSI files are installed.  All PRODUCT commands can be used and function the same on PCSI$COMPRESSED files as they do on PCSI files.

· ZIPEXE
OpenVMS patch kit packages have been produced in a variety of formats – DCX as well as ZIPEXE.    Patch kit formats for all supported versions of OpenVMS are  being standardized and will now ship as self-extracting ZIPEXE packages.   When run, the ZIPEXE package will expand into the PCSI$COMPRESSED installable kit.
· OpenVMS V8.3 and Secure Delivery
OpenVMS V8.3 will include Secure Delivery capability allowing shipment of digitally signed patch kits.   OpenVMS Secure Delivery automatically ensures that software installed on OpenVMS was not tampered with prior to installation.  When run, V8.3 ZIPEXE package will expand into two files - the digitally signed PCSI$COMPRESSED installable kit and the PCSI$COMPRESSED_ESW patch manifest or digital signature file.   Both files will expand into the same directory and must be present in the same directory at installation time for patch validation to occur.   When the patch kit is installed, PCSI will check for the existence of a manifest for any kits that are being installed.  If no manifest is found, PCSI will issue a warning and ask if you want to proceed.  If a manifest is found but does not match the kit, the installation will be aborted.  The PCSI database will contain an indication as to whether a kit used Secure Delivery on installation.
For additional information on Secure Delivery and PCSI, refer to section "5.2 CDSA for OpenVMS and Secure Delivery" in the "HP OpenVMS Version 8.3 New Features and Documentation Overview"

These format changes are being implemented immediately.  Since patch kits that are already in production will not be re-manufactured to update the formats, for a short time, users may see a combination of  PCSI and PCSI$COMPRESSED, as well as DCX and ZIPEXE patch kit formats.
